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●  General Overview of Accounts Process 
●  eBooks 
●  NASA Identity 
●  Identity Management Process 
●  Launchpad Profile 
●  IT Security Training 
●  NAS Account Request System 
●  NAS Account Request Form 
●  NAMS Requests 
●  RSA Tokens 
●  Identity & Account Maintenance 
●  HECC Web Pages  
●  HECC User Telecon 
●  NAS Contacts 



The Steps to Getting a NAS Account 

3	
NASA	High	End	Compu2ng	Capability	

	

NASA 
Identity 

IT Security 
Training 

NAS 
Account 
Request 

Form 

RSA Token NAS 
Account 

NASA 
Identity 

IT Security 
Training 

NAS 
Account 
Request 

Form 

RSA Token NAS 
Account 

*eBooks 
Submission 

(GID) 

User  

Principal Investigator (PI) 



eBooks 

The NASA HEC eBooks website is a set of web-based management tools for requesting and managing computer allocations on 
NASA's High-End Computing (HEC) resources. If you are currently supported to perform research for NASA, you can use eBooks 
to request computer time allocations on HEC resources, either in response to annual or semi-annual calls or at any time through 
the year. HEC resources are located at the NASA Advanced Supercomputing (NAS) facility at Ames Research Center and the 
NASA Center for Climate Simulation (NCCS) at Goddard Space Flight Center. Information on all available HEC resources, 
including computing systems, storage and support services, can be found at HEC Resources Information. Instructions for 
submitting requests for HEC resource allocation can be found at Submission Instructions for all mission directorates. 
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Note: Deadlines shown are for FY17 awards beginning November 1, 2016; and are subject to change for subsequent award periods. 



NASA Identity 
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All	NASA	Advanced	Supercomputing	users	require	a	NASA		pro6ile,	or	“identity”,	prior	to	
requesting	an	account	for	access	to	IT	resources.		To	obtain	an	identity,	you	will	need	to	follow	the	
“identity	management	process,”	which	includes	providing	appropriate	documentation,	such	as	a	
driver’s	license	and	passport,	to	verify	your	identity.		Your	NASA	user	pro6ile,	or	identity,	is	
securely	stored	in	NASA’s	Identity	Management	and	Account	Exchange	(idMAX)	system	(similar	to	
having	a	secure	online	banking	pro6ile).		

? 



Requesting a NASA Identity 

When to submit an identity request... 
●  If user does NOT have a NASA Identity  
●  If user is NOT a NASA employee 
●  If user is NOT affiliated on another active NASA contract/grant 
●  If users identity is terminated 

Note: Only PI’s can request a NASA identity for their users or themselves. 
 
URL:  https://www.nas.nasa.gov/hecc/portal/accounts/, select option #3.   
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Enter new user’s information: 
●  Legal name 
●  Organization name 
●  Phone 
●  Email (do not use group address) 
●  Organization address 
●  Contract or grant # (if known) 
●  Project # (GID) 

 
 
 
 
 
 
 

Account Request System - Option #3 
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Requesting a NASA Identity (PIs only) 
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1.	User	completes	NASA	Identity	Invitation	
2.	Passport	&	Visa		are	uploaded	(if	non	U.S.	citizen)*		
3.	Identity	Enrollment	submitted	
4.	NAS	Identity	Sponsor	Approval	
5.	NASA	Personnel	Security	Review	&	Approval		
6.	IVO	Review	&	Approval	(if	Non	U.S.	Citizen)	
7.	Agency	Review	&	Approval	(if	Non	U.S.	Citizen)	
8.	NASA	IT	Security	Review	&	Approval	
9.	User	completes	IT	Security	Training	
10.	User	submits	online	NAS	Account	Request	Form	
11.	Submit	NAS	account/RSA	token	request	in	NAMS	
12.	Setup	supercomputing	account\Assign	RSA	token	
13.		User	calls	NAS	Support	for:		

➢  Temporary	NAS	password	
➢  Enabling	RSA	token	&	pin	setup	
➢  Log	in	assistance	(if	needed)		

Identity & NAS Account Checklist 
 

NASA Identity becomes “active” 
upon this approval 
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New users will receive a set of emails with instructions 
on how to complete their NASA Identity Invitation. 
 
Note:  The NASA Identity Invitation expires after 7 
days. 
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Identity Management Process 
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●  I am a US or US Naturalized Citizen 
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●  I am Lawful Permanent US Resident (LPR) 
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●  I am NOT a United States Citizen 



●  Federal Smartcard/badge - select NO from the dropdown  
           (even if you have a badge from another federal agency, such as a CAC card). 

●  Confirmation 
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* Upload User Documents 
(non US Citizens only) 

URL:		https://userdocuments.nasa.gov	

Current copies of the following 
documents should be uploaded: 
 

1)  Passport 
 

2)  Visa (and DS-2019, I-20 or 
I-797 if applicable) 
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Approved IT Access 

Once your NASA Identity is approved, you will receive an email with the subject line [idMAX] 
Approved - NASA IT Access. 
 
●  Follow the two steps in the email to complete the IT Security Training requirement. 

 
○  Visit id.nasa.gov to create a Launchpad profile. 

 
○  Visit SATERN (http://satern.nasa.gov) to complete the NASA IT Security Training 

course located in your Learning Plan entitled "Introduction to Information Security for 
New Employees" or "FY2016 CYBERSECURITY AND SENSITIVE UNCLASSIFIED 
INFORMATION AWARENESS TRAINING". 

 
 

Note: Your SATERN account is activated within one to two days of receiving this email. 
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Create your Launchpad Profile 

Visit id.nasa.gov 
 
5 Step Process: 
●  Identify yourself 
●  Provide an email for temporary 

passphrase 
●  Create password (need passphrase) 
●  Set security questions 
●  Submit 

 
 
For Launchpad issues : 
          call the Help Desk at 1-866-419-6287 
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SATERN (NASA IT Security Training) 

Visit SATERN (http://satern.nasa.gov) to complete the 
NASA IT Security Training course in your Learning 
Plan.   
 
●  New users -  "Introduction to Information 

Security for New Employees" 
 
●  Existing users - "FY2016 Cybersecurity and 

Sensitive Unclassified Information Awareness 
Training" 

 
Note:  Yearly completion required to use NASA IT 
resources. 
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* JPL users should follow JPL training instructions 
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●  Option #1 - Renew 
(existing users) 
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Account Request System -  URL:  https://www.nas.nasa.gov/hecc/portal/accounts/ 

Submit a NAS Account Request Form 

●  Option #2 - Request 
account (new users) 
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NAS Account Request Form 
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GID:  
Ask your PI if you do not 
know what your GID is. 
 
NASA Center Affiliation: 
Remote users  (not located 
at a NASA Center) should 
select Ames Research 
Center. 
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NAS Account Request Form continued... 

N
 
E
 
X
 
T
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NAS Account Request Form continued... 

N
 
E
 
X
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Computer Security 
Officer:   
The person that 
supports your computer 
systems at your 
organization (actual title 
may differ). 
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NAS Account Request Form  
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NAMS Requests 

Regardless of whether you have access to NAMS (NASA Access Management System), NAS will submit the 
necessary access requests on your behalf (i.e. Agency RSA Token, NASA Advanced Supercomputing).  When 
the requests are submitted, a few emails from identity.manager@nasa.gov are automatically generated, however 
no action is required.  If you are a remote user, you will be unable to access the link in these emails. NAMS 
requests submitted directly by the user may be rejected. 
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RSA SecurID Token 

An RSA token is required for two-factor authentication when logging into NAS systems.  If you do not have a NASA issued 
RSA token, we will provide one for you*.  

 
                                                                   We currently have two options available: 
  

  
 RSA SecurID token fob - this device is mailed to you.  Be sure to 

provide a complete mailing address on your Account Request Form, or 
send an email with an alternate mailing address. 

RSA SecurID app - is setup on your smartphone (Android and iOS 
only). Additional instructions are provided for installation, when you 
choose this option. 
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*JPL issued tokens do not work for NAS access 
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RSA SecurID Token 

 
 
Enabling your fob for the first time 
URL: http://www.nas.nasa.gov/hecc/support/kb/enabling-your-securid-fob-and-first-time-login_59.html 
 
Lost or damaged your token? Got a new phone?  We can help! 
Send an email to support@nas.nasa.gov to request a replacement token.  If you need a replacement soft 
token for your phone, simply send your new binding/device ID. 
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Identity & Account Maintenance 
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●  NASA Identity 

An active NASA identity is prerequisite to your NAS account.  If your NASA identity 
terminates, you will lose all access to NAS.  If you receive notification that your identity is 
terminating, and still require NAS access, send email to accounts-support@nas.nasa.gov 
 

●  Revalidation 
Follow the email instructions to revalidate access associated with your NASA Identity 
annually. 

 
●  IT Security Training 

          Complete the annual IT Security Training requirement. 
 
●  NAS Account Renewal 

Submit a NAS account renewal annually.  Renewals must be submitted under a current 
(unexpired) GID.  PI’s are responsible for renewing GIDs annually.  
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HECC Web Pages 
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URL:		www.nas.nasa.gov/hecc	
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HECC User Telecon 

All NAS users are welcome to attend. 
 
 
Date:  Every Friday 
Time:  10:30-11:00 a.m. Pacific Time (1:30-2:00 p.m. Eastern Time) 
Place:  N258/R201, NASA Ames 
Phone number: 1-844-467-6272 
Passcode: 467519# 
Conference ID: 5870222 
 
The agenda and minutes from previous meetings may be found at: https://www.nas.nasa.gov/Minutes/ 
(You will need your NAS user id and NAS/Lou/LDAP password to access this location). 
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Helpful URLs 
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●  HECC:		www.nas.nasa.gov/hecc	
	
●  Online	Account	Request	Form:	https://www.nas.nasa.gov/hecc/portal/accounts	

	
●  eBooks:	https://hec.reisys.com	

	
●  Launchpad:	https:	id.nasa.gov	

	
●  SATERN:	https://satern.nasa.gov	

	
●  Upload	User	Documents	(Non	U.S	Citizens	Only):		

https://userdocuments.nasa.gov	
	
●  NAMS:		If	you’re	located	at	a	NASA	center,	you	can	request	an	RSA	token	from	

your	center	at		https://idmax.nasa.gov	
Note:	JPL issued tokens do not work for NAS access 

	
	



NAS Contact Information 

NAS	User	Services	(24/7	Support)	
650.604.4444	or	800.331.USER	
Fax	650.604.1777	
support@nas.nasa.gov	

	
Sandra	Glass,	NAS	Resource	&	Accounts	Manager	

650.604.1416	
sandra.r.glass@nasa.gov	

	
Emily	Kuhse,	NAS	Resource	&	Accounts	Administrator	

650.604.1687	
emily.kuhse@nasa.gov	

	
Leigh	Ann	Tanner,	NAS	User	Services	Manager	

650.604.4468	
leighann.tanner@nasa.gov	

	
Cathy	Schulbach,	NAS	User	Services	Civil	Servant	Lead	

650.604.3180	
catherine.h.schulbach@nasa.gov	
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Questions? 

A PDF and recording of this webinar will be available 
within 48 hours at: 

 
http://www.nas.nasa.gov/hecc/support/training.html 

Future webinar topics are welcome 
Email support@nas.nasa.gov 

Questions? Use the Webex chat facility to ask the Host 
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